
 

Effective January 2016, all students attending BLC are required to have an Army Reserve Network account. This is a 
requirement for the use of classroom computers. If the Soldier does not have an active “ARNet” user account, a 
training account will be created for the duration of the course. In order to do so, the Soldier must comply with the 
following requirements PRIOR to course attendance:  
 
NOTE: Not complying with these requirements will result in not having access to course material on day 1 of 
training or will result in disenrollment from the course per Course Management Plan. 

  

1. Have a valid Common Access Card (CAC) and PIN. The CAC must not expire until 30 days after graduation and 
must not be locked (entered PIN incorrectly three or more times). If any of these conditions are not met, you 
will need to visit a Soldier support center to have a new CAC issued or have your CAC PIN reset. 
 

2. Provide a memorandum signed by their Unit Security Manager or designated representative validating the 
Soldier’s favorable background investigation IAW AR 25-2 (Click Here to download example memo).  
 

3. Have a registered account on the Army Training and Certification Tracking System (ATCTS) for training 
requirement validation – https://atc.us.army.mil/iastar/login.php 
 
 

4. Complete the mandated DoD Annual information Assurance Training (DoD Cyber Awareness Challenge) 
https://ia.signal.army.mil/DoDIAA/default.asp prior to course attendance and must remain valid for the 
duration of the course. (Within one year of last day of the course) 
 NOTE: To meet Army Requirements, all personnel must complete the training and score 70% or greater on 
the Cyber Awareness Challenge test and bring a copy of the certificate of completion with them. (See 
example) 
 

5. Review and sign the Acceptable Use Policy (AUP) on the Information Assurance Training Center - 
https://cs.signal.army.mil/usermngmt/ssotest/aupsig.asp or bring a signed USAR Form 75-R (Click Here to 
download the form) 
 

 

 

http://www.usar.army.mil/Portals/98/Users/105/41/1641/Security_Verification_Memo.docx
https://atc.us.army.mil/iastar/login.php
https://ia.signal.army.mil/DoDIAA/default.asp
http://www.usar.army.mil/Commands/US-Army-Reserve-Command-USARC/Fort-McCoy-Main/Fort-McCoy/blc/inprocessing/itrequirements/iatmanual/
http://www.usar.army.mil/Commands/US-Army-Reserve-Command-USARC/Fort-McCoy-Main/Fort-McCoy/blc/inprocessing/itrequirements/iatmanual/
https://cs.signal.army.mil/usermngmt/ssotest/aupsig.asp
http://www.usar.army.mil/Portals/98/Users/105/41/1641/Acceptable_Use_Policy_USAR_75R.pdf

